
Overview

Information Security Consulting



Information Security Consulting 
The Information Security Consulting service was established to address the growing 
need for organisations to understand and manage security at a higher level and 
"talking techie" where appropriate. Very often, organisations who consider their 
information security adopt people, process and technology because it is the "right thing 
to do". Digicore & 7Safe work with clients to educate and help them to make informed 
decisions. 
 

Information & Risk Management 
Information Security, in our opinion, should be considered a business or organisational 
issue. It should be considered part of the business model and paid particular attention 
to, no matter how large or small the organisation. 
When devising strategy and deploying solutions, it is essential that importance is placed 
on managing the risk associated with the bigger picture. 
Digicore & 7Safe offers advice at the higher level, helping the decision makers set their 
strategy. 

 
Policy - Design & Review 
Before tackling a technical solution, attention should be given to what a service should 
and should not provide. This is again, a high-level management issue and needs to be 
addressed ideally before design or deployment occurs. In addition, should you wish to 
tighten your organisation's current Information Security, Digicore & 7Safe can help you 
with the following: 

 Develop security policy & procedures 
 Audit your current implementation 
 Identify any gaps 
 Close / reduce the gaps 

 
Information Security Awareness 
Our consultants can work with your organisation to promote an awareness and 
understanding of Information Security. Perhaps a director wants to understand the 
implications of offering a service? A business hat as opposed to a technical one is 
therefore required. 
Alternatively, a technical administrator wishes to understand how to protect a particular 
piece of technology or seek advice on a line of defence? We will tailor our advice to 
meet the need. 

 
Disaster Recovery / Business Continuity 
Whilst an organisation may incorporate Information Security into their business model 
and budget, and process / policy implemented, it may not cover all the eventualities. 
How to respond to a virus-infection, website attack or email failure to preserve 
"business as usual" is important. 
When swamped with a time critical issue, its best to get things right and turn to your 
processes to help recover and continue. Digicore & 7Safe can work with you to develop 
these processes. 
	
  



Education

courses and qualifications. All training is tutored 
by our consultants, an approach that guarantees 
highly relevant real-world content. 

Computer Forensics
An extensive range of forensic investigation 
services including eDiscovery & litigation support, 
incident response, computer-related abuse, 
fraud, email misuse and mobile phone analysis.

ISO 27001 Consulting

compliance with the international Information 
Security standard, by identifying, managing and 
reducing security risks to their information.

Penetration Testing
Safe from hackers? Our penetration testers 
assess networks using sophisticated tools  
and techniques.

PCI DSS Compliance
With an established heritage in all areas of the 
standard and Qualified Security Assessor status, 

DSS compliance service.
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7Safe & Digicore offers a full range of university-accredited 

7Safe & Digicore assists organisations to achieve 

7Safe & Digicore offers a state-of-the-art, full solution PCI 
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