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PCI DSS Implementation

What you will learn

What is the PCI DSS?•	

History of the Standard•	

Benefits of the Standard•	

To whom does the Standard apply?•	

Key requirements of the Standard•	

How to become compliant•	

Compliance plan•	

Benefits

An understanding of the importance of the •	
Standard to all organisations using, processing or 
transmitting credit card information

An appreciation of the controls necessary to be •	
able to continue dealing with cardholder data

Who should attend

Anybody accepting credit card payments•	

Merchants•	

Third party service providers•	

Acquirers•	

Anybody processing, storing or transmitting credit •	
card data

Finance, internal audit, IT, sales department staff•	

Course content

PCI Security Council objectives and •	
documentation

Specific terminology and its application to •	
existing situations

How the Standard applies to everyone involved •	
with cardholder information

How the implementation of the Standard is •	
validated, dependent on levels of activity

Cardholder data that can/cannot be held•	

The relevance of different system components•	

Detailed requirements of the Standard•	

How compliance is assessed and whether •	
compensating controls are acceptable

Compilation of the Report on Compliance (ROC)•	

Special considerations for hosting providers•	

An action plan to achieve compliance•	

Course style

Lectures, discussions, individual and group 
exercises.

Recommended Level & pre-requisites

None

Duration

1 day

Cost

7 CPE Credits

€ 600




